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Discussion
The evaluation clause includes the following Editor´s note:
Editor's note:
Which aspects of solution#30 and #66, i.e., which procedure consumes dispersion analytics and which dispersion analytics apply is FFS.
The following is addressing the EN:

Solution#30 defines two procedures that consumes dispersion analytics:

· “User Data Congestion Mitigation” procedure that uses Data Dispersion Analytics to determine the list of users that dispersed most of the data in the congested area, and then enables the PCF to take actions to try to mitigate user data congestion, both AM and SM policies updates are listed, and 
· “Assistance to slice load distribution” procedure that also uses Data Dispersion Analytics to determine the list of heavy users and potentially down-prioritize them over light users.
Solution #66 defines the following procedures that consume dispersion analytics:

- 
“UPF selection” procedure that uses Data and/or Transaction dispersion information as input for selecting a UPF at PDU session establishment. For example, if the UE is classified as a “heavy user”, the SMF may select a high-capacity UPF.

- 
“Finding misbehaving UEs” procedure, where the AMF compares the estimation on the Transaction dispersion information in an area covered by the AMF, as the expected UE behaviour, to the actual Transaction dispersion information in the same area calculated by the AMF. The AMF then determines if the UE misbehaves.  
-
“Authorizing a UE to access a slice”. An AMF sending the expected data dispersion information as UE expected behaviour to the NSSF, which uses it as input for authorizing access of the UE to a network slice, and for selecting a network slice instance and its corresponding AMF, at UE registration time. If NSSF is not deployed, the AMF uses the data dispersion as an input for selecting a network slice. For example, NSSF/AMF may select an instance of a network slice that is less loaded if the user is characterized with a high data volume dispersion. 

Proposal 1: Define both Data dispersion and Transaction dispersion Analytics for normative phase, as well as the procedures were this Analytics Id is used as listed above.

There have been discussions on whether Transaction Analytics could be used to estimate if a Signalling storm may happen, identify those UEs that may cause a signalling storm and take actions. This is likely part of the SID on detection of cyber-attacks in SA3and could be covered there. One possible outcome of the SA3 study may be to update TS 23.288 for Analytics Id on Abnormal UE behaviour to extend the examples of a DDoS attacks and include expected transaction dispersion parameter.
Analytics on the Failed Transactions per UE, and per Application, in an area of interest and Dropped sessions per UE, and per Application, in an area of interest does not need to be defined in normative work. Some use cases were proposed last SA2 meeting, that are related to determination of radio link failures that is a feature already supported using MDT, so no need to define new Analytics Id for these.
Proposal 2: No new Dispersion Analytics or new procedures in addition to those listed in Proposal 1 need to be defined.

Proposal
The following updates are proposed as stated below.
* * * * First change * * * *

7.9
Key Issue #9: Dispersion Analytics output provided by NWDAF

For Key Issue #9 - "Dispersion Analytics output provided by NWDAF", two complementary solutions have been proposed, candidate solutions #30 and #66. Solution #30 describes the required input, delivered NWDAF output and provides procedures that can use the Dispersion Analytics (DA).
Solution #30 provides a procedure for obtaining UE dispersion analytics by consumers, a procedure for user data congestion mitigation, enabling the PCF to update QoS e.g. UE-AMBR, update RFSP value, update service area restrictions and a procedure to assist the AMF and NSSF with the evolving slice load distribution procedures described in KI#4. 
Solution #66 describes how the AF can store, in the UDM, the dispersion information as an AMF-Associated Expected Behaviour and SMF-Associated Expected Behaviour and be used by AMF and SMF.
The AMF can use the expected UE behaviour as input for selecting SMF at PDU session establishment and can also compare expected transaction dispersion information to the most recent collected information to detect a misbehaving UE, 

Expected UE data dispersion information can be used by the NSSF and AMF (if NSSF is not deployed) to select the most suitable network slice at UE registration time.

The SMF can use the expected UE data dispersion information to select the most suitable UPF at PDU session establishment. 

* * * * Next change * * * *

8.x
Key Issue #9: Dispersion Analytics output provided by NWDAF
ANALYTICS:

Dispersion Analytic ID shall progress to the normative work and shall include data volume dispersion analytics, data volume dispersion analytics per application and transaction dispersion analytics. 
The Dispersion Analytics Id for both Data and Transaction Dispersion, the input, output data and data in the Analytics request or subscription is defined in solution #30 and should form the basis of the follow up normative work addressing KI #9. 
As solution #66 builds on solution 30 and describes how the AF can store, in the UDM, the obtained dispersion information as an AMF/SMF-Associated Expected Behaviour and also be used by AMF, SMF and NSSF to select the most suitable slice and UPF, it shall also be included in the follow up normative work. 
PROCEDURES:

The following procedures shall be defined in the normative work:
· “User Data Congestion Mitigation” procedure that uses Data Dispersion Analytics based on solution#30.
· “Assistance to slice load distribution” procedure that also uses Data Dispersion Analytics as defined in solution#30.

- 
“UPF selection” procedure that uses Data and /or Transaction dispersion information as input for selecting a UPF at PDU session establishment. 

- 
“Finding misbehaving UEs” procedure, where the AMF compares the estimation on the Transaction dispersion information in an area covered by the AMF, as the expected UE behaviour, to the actual Transaction dispersion information in the same area calculated by the AMF. The AMF then determines if the UE misbehaves.
-
“Authorizing the UE to access a slice”. An AMF sending the expected data dispersion information as the UE expected behaviour to the NSSF, which uses it as input for authorizing access of the UE to a network slice, and for selecting a network slice instance and its corresponding AMF, at UE registration time. If NSSF is not deployed, the AMF uses the data dispersion as an input for selecting a network slice. 
The Data or Transaction dispersion for a UE or a group of UEs can also be requested by an AF and be stored as part of the Expected UE behaviour in the UDM, then provided to AMF and/or SMF as part of the Subscriber Data. The AMF and/or SMF use it for the same procedures defined above, i.e. assistance to slice load distribution, UPF selection. Detecting misbehaving UEs or authorizing the access to a slice.
* * * * End of changes * * * *
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